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Datenschutzhinweise

Das Verarbeiten lhrer personenbezogenen Daten ist
wichtige Voraussetzung fur das Anbieten optimalen Ver-
sicherungsschutzes durch uns. Der Schutz Ihrer Privat-
sphare ist uns dabei wichtig.

Mit diesen Hinweisen wollen wir Sie Uber die Verarbeitung
Ihrer personenbezogenen Daten durch die Baloise Sach-
versicherung AG Deutschland und die Ihnen nach dem
Datenschutzrecht zustehenden Rechte informieren.

Verantwortlicher fiir die Datenverarbeitung
Baloise Sachversicherung AG Deutschland
Basler StralBe 4

61352 Bad Homburg v.d.H.

Telefon +49 6172 125220

E-Mail info@baloise.de

www.baloise.de

Unseren Datenschutzbeauftragten erreichen Sie unter
der o0.g. Adresse mit dem Zusatz - Datenschutzbeauf-
tragter - oder per E-Mail unter: Datenschutz@baloise.de.

Allgemeines zur Datenverarbeitung
Wir verarbeiten u.a. folgende fur den Vertragsabschluss
sowie die Vertrags- und Schadenabwicklung relevante
personenbezogene Daten:
Angaben zu lhrer Person (z.B. Namen, Geburtsdatum)
Kontaktdaten (z.B. Adresse, Telefonnummer, Mail-
adresse)
Angaben zur Bankverbindung zur Abwicklung der spa-
teren Zahlungen
Versicherungsproduktspezifische Angaben zur Berech-
nung der Versicherungsprdmie
+ Angaben zur Vorversicherung und Vorschdden

In erster Linie werden dabei die von Ihnen Gbermittelten
Angaben und spdter gegebenenfalls ergdnzenden
Angaben aus der Schadenanzeige verarbeitet.

Um Ihnen einen bestmdglichen Service anzubieten und
um Sie optimal beraten zu kénnen, erhalten wir auch von
Dritten personenbezogene Daten, die fir den Vertrags-
abschluss erforderlich sind (z.B. Amtsstellen, Vor- und
Rlckversicherer). Ndhere Informationen finden Sie unten
in diesen Hinweisen.
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Zwecke und Rechtsgrundlagen der Datenverarbeitung
Wir verarbeiten Ihre personenbezogenen Daten unter
Beachtung der EU-Datenschutz-Grundverordnung
(DSGVO), des Bundesdatenschutzgesetzes (BDSG), der
datenschutzrechtlich relevanten Bestimmungen des Ver-
sicherungsvertragsgesetzes (VVG) sowie aller weiteren
maBgeblichen Gesetze. Darliber hinaus hat sich unser
Unternehmen auf die ,Verhaltensregeln flir den Umgang
mit personenbezogenen Daten durch die deutsche Ver-
sicherungswirtschaft verpflichtet, die die oben genann-
ten Gesetze flr die Versicherungswirtschaft prdzisieren.

Ihre personenbezogenen Daten werden von uns nur far
die Zwecke verwendet, zu welchen Sie uns Ihre Einwilli-
gung erteilt haben oder zu denen wir gesetzlich verpflich-
tet oder berechtigt sind.

Stellen Sie einen Antrag auf Versicherungsschutz, bendéti-
gen wir die von lhnen hierbei gemachten Angaben fur
den Abschluss des Vertrages und zur Einschdtzung des
von uns zu Ubernehmenden Risikos. Kommt der Versiche-
rungsvertrag zustande, verarbeiten wir diese Daten zur
Durchfihrung des Vertragsverhdltnisses, z.B. zur Policie-
rung oder Rechnungsstellung. Angaben zum Schaden
benodtigen wir etwa, um prifen zu kdnnen, ob ein Versi-
cherungsfall eingetreten und wie hoch der Schaden ist.

Der Abschluss bzw. die Durchfiihrung des
Versicherungsvertrages ist ohne die Verarbeitung lhrer
personenbezogenen Daten nicht moglich.

Darlber hinaus bendtigen wir Ihre personenbezogenen
Daten zur Erstellung von versicherungsspezifischen Sta-
tistiken, z.B. fUr die Entwicklung neuer Tarife oder zur
Erfallung aufsichtsrechtlicher Vorgaben. Die Daten aller
bestehenden Vertrdge mit dem Verantwortlichen oder
einer Gesellschaft, die an einer gemeinsamen Datenver-
arbeitung teilnimmt (hierzu finden Sie unten im Punkt
,Datenverarbeitung in der Unternehmensgruppe” weitere
Informationen), nutzen wir fir eine Betrachtung der
gesamten Kundenbeziehung und zur Erfillung unserer
versicherungsvertraglichen Pflichten, beispielsweise zur
Beratung hinsichtlich einer Vertragsanpassung, Vertrags-
ergdnzung, fur Kulanzentscheidungen oder fir umfas-
sende Auskunftserteilungen.

Rechtsgrundlage fir diese Verarbeitungen personen-
bezogener Daten fUr vorvertragliche und vertragliche
Zwecke ist Art. 6 Abs. 1 b) DSGVO. Soweit daflir besondere
Kategorien personenbezogener Daten (z.B. hre Gesund-
heitsdaten bei Abschluss eines Lebensversicherungs-
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vertrages) erforderlich sind, bendtigen wir hierftr lhre
Einwilligung nach Art. 9 Abs. 2 a) i.V.m. Art. 7 DSGVO.
Diese kénnen Sie an gesonderter Stelle, auf die wir Sie
hinweisen werden, abgeben. Erstellen wir Statistiken mit
diesen Datenkategorien, erfolgt dies auf Grundlage von
Art. 9 Abs. 2 j) DSGVO i.V.m. § 27 BDSG.

Ihre Daten verarbeiten wir auch, um berechtigte Interes-

sen von uns oder Dritten zu wahren (Art. 6 Abs. 1 f)

DSGVO). Dies kann insbesondere erforderlich sein:
zur Gewdhrleistung der IT-Sicherheit und des IT-
Betriebs,
zur Werbung flr unsere eigenen Versicherungspro-
dukte und far

+ andere Produkte der Baloise Versicherungen und
deren Kooperationspartner sowie fur Markt- und Mei-
nungsumfragen,

« zur Verhinderung und Aufklarung von Straftaten, ins-
besondere nutzen wir Datenanalysen zur Erkennung
von Hinweisen, die auf Versicherungsmissbrauch hin-
deuten kdnnen.

Soweit die Durchfiihrung von WerbemaBnahmen nur mit

Ihrer Einwilligung moglich ist, konnen Sie diese an geson-

derter Stelle, auf die wir Sie hinweisen werden, abgeben.

Darlber hinaus verarbeiten wir Ihre personenbezogenen
Daten zur Erfullung gesetzlicher Verpflichtungen wie z.B.
aufsichtsrechtlicher Vorgaben, handels- und steuerrecht-
licher Aufbewahrungspflichten oder unserer Beratungs-
pflicht. Als Rechtsgrundlage flir die Verarbeitung dienen
in diesem Fall die jeweiligen gesetzlichen Regelungen
i.V.m.Art. 6 Abs. 1 ¢) DSGVO.

Sollten wir Ihre personenbezogenen Daten fur einen oben
nicht genannten Zweck verarbeiten wollen, werden wir
Sie im Rahmen der gesetzlichen Bestimmungen dartber
zuvor informieren.

Kategorien von Empfdngern der
personenbezogenen Daten

Riickversicherer:

Von uns Ubernommene Risiken versichern wir bei speziel-
len Versicherungsunternehmen (Rickversicherer). Daflr
kann es erforderlich sein, Ihre Vertrags- und ggf. Scha-
dendaten an einen Rickversicherer zu Ubermitteln, damit
dieser sich ein eigenes Bild Uber das Risiko oder den Ver-
sicherungsfall machen kann. Darlber hinaus ist es
moglich, dass der Rickversicherer unser Unternehmen
aufgrund seiner besonderen Sachkunde bei der Risiko-
oder Leistungsprifung sowie bei der Bewertung von Ver-
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fahrensablaufen unterstitzt. Wir Gbermitteln lhre Daten
an den Ruckversicherer nur soweit dies flir die Erflllung
unseres Versicherungsvertrages mit Ihnen erforderlich ist
bzw. im zur Wahrung unserer berechtigten Interessen
erforderlichen Umfang. Ndhere Informationen zu einge-
setzten Rickversicherern kdnnen Sie unter den oben
genannten Kontaktinformationen anfordern.

Mitversicherer:

Von uns Ubernommene Risiken versichern wir im Einzelfall
gemeinsam mit anderen Versicherern (Mitversicherer).
Daflr kann es erforderlich sein, Ihre Vertrags- und ggf.
Schadendaten an einen Mitversicherer zu Gbermitteln,
damit dieser sich ein eigenes Bild Uber das Risiko oder
den Versicherungsfall machen kann. Dartber hinaus ist
es moglich, dass der/die Mitversicherer unser Unterneh-
men aufgrund seiner besonderen Sachkunde bei der
Risiko- oder Leistungsprifung sowie bei der Bewertung
von Verfahrensabldufen unterstitzt. Wir Gbermitteln Ihre
Daten an den/die Mitversicherer nur soweit dies fir die
ErfUllung unseres Versicherungsvertrages mit lhnen erfor-
derlich ist bzw. im zur Wahrung unserer berechtigten
Interessen erforderlichen Umfang. Ndhere Informationen
zu eingesetzten Mitversicherern konnen Sie unter den
oben genannten Kontaktinformationen anfordern.

Vermittler:

Soweit Sie hinsichtlich Ihrer Versicherungsvertréige von
einem Vermittler betreut werden, verarbeitet Ihr Vermitt-
ler die zum Abschluss und zur Durchfiihrung des Vertra-
ges bendtigten Antrags-, Vertrags- und Schadendaten.
Auch Ubermittelt unser Unternehmen diese Daten an die
Sie betreuenden Vermittler, soweit diese die Informatio-
nen zu lhrer Betreuung und Beratung in Ihren Versiche-
rungs- und Finanzdienstleistungsangelegenheiten beno-
tigen. Sie erhalten hierzu gesondert weitere
Informationen, falls wir Ihre Daten an einen Sie betreuen-
den Vermittler Gbermitteln.

Datenverarbeitung in der Unternehmensgruppe:
Spezialisierte Unternehmen bzw. Bereiche unserer Unter-
nehmensgruppe nehmen bestimmte Datenverarbei-
tungsaufgaben flr die in der Gruppe verbundenen Unter-
nehmen zentral wahr. Soweit ein Versicherungsvertrag
zwischen Ihnen und einem oder mehreren Unternehmen
unserer Gruppe besteht, kdnnen lhre Daten etwa zur
zentralen Verwaltung von Anschriftendaten, fiir den tele-
fonischen Kundenservice, zur Vertrags- und Leistungs-
bearbeitung, fur In- und Exkasso oder zur gemeinsamen
Postbearbeitung zentral durch ein Unternehmen der
Gruppe verarbeitet werden. In unserer Dienstleisterliste
im Anhang bzw. auf unserer Internetseite unter
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https://www.baloise.de/ de/ueber-uns/datenschutz.html
finden Sie die Unternehmen, die an einer zentralisierten
Datenverarbeitung teilnehmen.

Externe Dienstleister:
Wir bedienen uns zur Erfillung unserer vertraglichen und
gesetzlichen Pflichten zum Teil externer Dienstleister.

Eine Auflistung der von uns eingesetzten Auftragnehmer
und Dienstleister, zu denen nicht nur voribergehende
Geschdftsbeziehungen bestehen, kdnnen Sie der Uber-
sicht im Anhang bzw. auf unserer Internetseite unter
https://www.baloise.de/de/ueber-uns/datenschutz.html
entnehmen.

Weitere Empfdnger:

Darlber hinaus kdnnen wir Ihre personenbezogenen
Daten an weitere Empfdnger Gbermitteln, wie etwa an
Behorden zur Erflllung gesetzlicher Mitteilungspflichten
(z.B. Sozialversicherungstrdger, Finanzbehdrden oder
Strafverfolgungsbehorden).

Dauer der Datenspeicherung

Wir I6schen lhre personenbezogenen Daten sobald sie flr
die oben genannten Zwecke nicht mehr erforderlich sind
und keine Archivierungspflichten bestehen. Dabei kann
es vorkommen, dass personenbezogene Daten fur die
Zeit aufbewahrt werden, in der Anspriche gegen unser
Unternehmen geltend gemacht werden kénnen (gesetz-
liche Verjahrungsfrist von drei oder bis zu dreiBig Jahren).
Zudem speichern wir Ihre personenbezogenen Daten,
soweit wir dazu gesetzlich verpflichtet sind. Entspre-
chende Nachweis- und Aufbewahrungspflichten ergeben
sich unter anderem aus dem Handelsgesetzbuch, der
Abgabenordnung und dem Geldwdschegesetz. Die Spei-
cherfristen betragen danach bis zu zehn Jahren.

Betroffenenrechte

Sie konnen unter der 0.g. Adresse Auskunft Uber die zu
Ihrer Person gespeicherten Daten verlangen. Darlber
hinaus konnen Sie unter bestimmten Voraussetzungen
die Berichtigung oder die Léschung lhrer Daten verlan-
gen. lhnen kann weiterhin ein Recht auf Einschrdnkung
der Verarbeitung Ihrer Daten sowie ein Recht auf Heraus-
gabe dervon Ihnen bereitgestellten Daten in einem
strukturierten, gdngigen und maschinenlesbaren Format
zustehen. Wir werden samtliche Ihrer Rechte entspre-
chend den Vorgaben der EU-DatenschutzGrundverord-
nung (DSGVO), des Bundesdatenschutzgesetzes (BDSG),
der datenschutzrechtlich relevanten Bestimmungen des
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Versicherungsvertragsgesetzes (VVG) sowie aller weite-
ren maBgeblichen Gesetze beachten.

Widerspruchsrecht

Sie haben das Recht, einer Verarbeitung lhrer per-
sonenbezogenen Daten zu Zwecken des Profiling,
der statistischen Verarbeitung, der Markt- und Mei-
nungsforschung oder der Direktwerbung zu wider-
sprechen.

Verarbeiten wir Ihre Daten zur Wahrung berechtig-
ter Interessen, konnen Sie dieser Verarbeitung all-
gemein widersprechen, wenn sich aus lhrer beson-
deren Situation Griinde ergeben, die gegen die
Datenverarbeitung sprechen.

Beschwerderecht

Sie haben die Moglichkeit, sich mit einer Beschwerde an
den oben genannten Datenschutzbeauftragten oder an
eine Datenschutzaufsichtsbehdrde zu wenden.

Hinweis- und Informationssystem der
Versicherungswirtschaft

Die Versicherungswirtschaft nutzt das Hinweis- und Infor-
mationssystem (HIS) der Besurance HIS GmbH zur Unter-
stltzung der Risikobeurteilung im Antragsfall, zur Sach-
verhaltsaufkl@rung bei der Leistungsprifung sowie bei
der Bekdmpfung von Versicherungsmissbrauch. Daftr
ist ein Austausch bestimmter personenbezogener Daten
mit dem HIS erforderlich. Nahere Informationen dazu
finden Sie in den beiliegenden Hinweisen zum HIS oder
auf diesen Websites: www.besurance-his.de oder
www.gdv.de/his.

Datenaustausch mit Ihrem friiheren Versicherer

Um lhre Angaben bei Abschluss des Versicherungsvertra-
ges (z.B. zur Mitnahme eines Schadensfreiheitsrabattes
in der Kfz-Haftpflichtversicherung) bzw. Ihnre Angaben bei
Eintritt des Versicherungsfalls Gberprifen und bei Bedarf
ergdnzen zu kdnnen, kann im daflr erforderlichen
Umfang ein Austausch von personenbezogenen Daten
mit dem von Ihnen im Antrag benannten friheren Versi-
cherer erfolgen.

Bonitdtsauskiinfte

Soweit es zur Wahrung unserer berechtigten Interessen
notwendig ist, fragen wir bei der infoscore Consumer
Data GmbH, RheinstraBe 99, 76532 Baden-Baden. Infor-
mationen zur Beurteilung lhres allgemeinen Zahlungsver-



BAS 3311 10.25

haltens ab, um uns vor Zahlungsausfdllen zu schitzen.
Dabei wird Ihr Vorname, Name, Ihre Anschrift sowie lhr
Geburtsdatum Ubermittelt. Die Informationen werden
von uns fur eine begrenzte Zeit gespeichert, um lhnen
ggf. Auskunft dariber geben zu kdnnen und das Ergebnis
flr den Vertragsabschluss oder im Rahmen eines Versi-
cherungsfalles zu verwenden. Die Verarbeitung lhrer per-
sonenbezogenen Daten erfolgt auf Basis des Art. 6 Abs. 1
lit. f) DSGVO.

Sie kdnnen der Ubermittlung Ihrer personenbezogenen
Daten jederzeit widersprechen. Der Abschluss eines Ver-
sicherungsvertrags ist dann allerdings nicht moglich.

Die Bonitdtsauskiinfte werden unter strenger Einhaltung
der Datenschutzvorschriften mit Ricksicht auf Ihre
schutzwirdigen Belange durchgefihrt.

Weiteres entnehmen Sie bitte der Anlage zu dieser
Datenschutzinformation - Datenschutzinformation zur
infoscore Consumer Data GmbH, Rheinstrale 99, 76532
Baden-Baden gem. Art. 14 DSGVO. Fur eine Auskunft Gber
Ihre bei der infoscore Consumer Data GmbH gespeicher-
ten personenbezogenen Daten wenden Sie sich bitte
direkt an die Auskunftei.

Dateniibermittlung in ein Drittland

Sollten wir personenbezogene Daten an Dienstleister
auBerhalb des Europdischen Wirtschaftsraums (EWR)
libermitteln, erfolgt die Ubermittlung nur, soweit dem
Drittland durch die EU-Kommission ein angemessenes
Datenschutzniveau bestdtigt wurde oder andere
angemessene Datenschutzgarantien (z.B. verbindliche
unternehmensinterne Datenschutzvorschriften oder
EU-Standardvertragsklauseln) vorhanden sind. Detail-
lierte Information zu unseren Dienstleistern in Dritt-
Idndern finden Sie hier:

https://www.baloise. de/de/ueber-uns/datenschutz.html.
Sie konnen die Informationen auch unter den oben
genannten Kontaktinformationen anfordern.

Automatisierte Einzelfallentscheidungen

Auf Basis lhrer Angaben zum Risiko, zu denen wir Sie bei
Antragstellung befragen, entscheiden wir vollautomati-
siert etwa Uber das Zustandekommen oder die Kundi-
gung des Vertrages, mogliche Risikoausschlisse oder
Uber die Hohe der von lhnen zu zahlenden Versicherungs-
pramie. Im Falle der Ablehnung eines Vertragsabschlusses
oder der Klindigung des Vertrags auf Basis einer automati-
sierten Einzelfallentscheidung haben Sie das Recht auf
eine Uberpriifung der Entscheidung durch eine Person, auf
Erlduterung der nach einer entsprechenden Bewertung
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getroffenen Entscheidung, zur Darlegung lhres eigenen
Standpunkts und auf Anfechtung der Entscheidung.

Aufgrund Ihrer Angaben zum Versicherungsfall, der zu
Inrem Vertrag gespeicherten Daten (sowie ggf. von
Dritten hierzu erhaltenen Informationen) entscheiden wir
vereinzelt vollautomatisiert Uber unsere Leistungspflicht.
Die vollautomatisierten Entscheidungen beruhen auf vom
Unternehmen vorher festgelegten Regeln zur Gewichtung
zum Beispiel der folgenden Informationen: Fahrzeugwert,
Einsatzzweck, Einsatzgebiet oder Alter des Fahrzeugs.

Sie haben das Recht, nicht einer ausschlieBlich auf einer
automatisierten Verarbeitung - einschlieBlich Profiling -
beruhenden Entscheidung unterworfen zu werden und
kénnen im Falle einer solchen automatisierten Einzelfall-
entscheidung von uns eine nichtautomatisierte Entschei-
dung im Einzelfall fordern.

Anhang

Unternehmen der Baloise Versicherungen in
Deutschland, die gemeinsame Datenverarbeitungs-
verfahren nutzen und lhre Stammdaten (z.B. Name,
Anschrift) in gemeinsamen Datenbanken verarbeiten
Baloise Lebensversicherung AG Deutschland

Baloise Sachversicherung AG Deutschland

Baloise Financial Services GmbH
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Information Uber den
Datenaustausch

mit der Besurance HIS GmbH
auf Grundlage der Art. 13 und 14 DSGVO

Hiermit mochten wir Sie darlber informieren, dass wir bei
Abschluss eines Versicherungsvertrages oder im Rahmen
der Schadenbearbeitung Daten zum Versicherungsob-
jekt (Fahrzeugidentifikationsdaten oder Adresse des
Gebdudes) sowie Angaben zu Ihrer Person (Name,
Vorname, Geburtsdatum, Anschrift, frihere Anschriften)
an die Besurance HIS GmbH Ubermitteln (HIS-Anfrage).
Die Besurance HIS GmbH Uberprift anhand dieser Daten,
ob zu Ihrer Person und/oder zu lhrem Versicherungsobjekt
im ,Hinweis- und Informationssystem der Versicherungs-
wirtschaft” (HIS) Informationen gespeichert sind, die auf
ein erhohtes Risiko oder UnregelmaBigkeiten in einem
Versicherungsfall hindeuten kénnen. Solche Informatio-
nen kénnen nur aufgrund einer friheren Meldung eines
Versicherungsunternehmens an das HIS vorliegen (HIS-
Einmeldung), Uber die Sie ggf. von dem eimeldenden Ver-
sicherungsunternehmen gesondert informiert worden
sind. Daten, die aufgrund einer HIS-Einmeldung im HIS
gespeichert sind, werden von der Besurance HIS GmbH
an uns, das anfragende Versicherungsunternehmen,
Ubermittelt.

Ndhere Informationen zum HIS finden Sie auf folgenden
Internetseiten: www.besurance-his.de.

Zwecke der Datenverarbeitung der Besurance HIS GmbH
Die Besurance HIS GmbH betreibt als datenschutzrecht-
lich Verantwortliche das Hinweis- und Informationssys-
tem HIS der Versicherungswirtschaft. Sie verarbeitet
darin personenbeziehbare Daten, um die Versicherungs-
wirtschaft bei der Bearbeitung von Versicherungsantrd-
gen und -schdden zu unterstltzen. Es handelt sich bei
diesen Daten um Angaben zu erhohten Risiken oder um
Auffdlligkeiten, die auf UnregelmdBigkeiten (z.B. Mehr-
fachabrechnung eines Versicherungsschadens bei ver-
schiedenen Versicherungsunternehmen) hindeuten
konnen.

Rechtsgrundlage fiir die Datenverarbeitung

Die Besurance HIS GmbH verarbeitet personenbezogene
Daten auf Grundlage des Art. 6 Abs 1 lit. f DSGVO. Dies ist
zuldssig, soweit die Verarbeitung zur Wahrung der
berechtigten Interessen des Verantwortlichen oder eines
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Dritten erforderlich ist, sofern nicht die Interessen und
Grundfreiheiten der betroffenen Person, die den Schutz
personenbezogener Daten erfordern, Uberwiegen.

Die Besurance HIS GmbH selbst trifft keine Entscheidun-
gen Uber den Abschluss eines Versicherungsvertrages
oder Uber die Regulierung von Schdden. Sie stellt den Ver-
sicherungsunternehmen lediglich die Informationen fir
die diesbezlgliche Entscheidungsfindung zur Verfigung.

Herkunft der Daten der Besurance HIS GmbH
Die Daten im HIS stammen ausschlieBlich von Versiche-
rungsunternehmen, die diese in das HIS einmelden.

Kategorien der personenbezogenen Daten

Basierend auf der HIS-Anfrage oder der HIS-Einmeldung

eines Versicherungsunternehmens werden von der

Besurance HIS GmbH - abhdngig von der Versicherungs-

art bzw. -sparte - die Daten der Anfrage oder Einmeldung

mit den dazu genutzten personenbezogenen Daten

(Name, Vorname, Geburtsdatum, Anschrift, frihere

Anschriften) bzw. Informationen zum Versicherungsob-

jekt (z.B. Fahrzeug- bzw. Gebdudeinformationen) sowie

das anfragende bzw. einmeldende Versicherungsunter-
nehmen gespeichert. Bei einer HIS-Einmeldung durch ein

Versicherungsunternehmen, Uber die Sie gegebenenfalls

von diesem gesondert informiert werden, speichert die

Besurance HIS GmbH erhohte Risiken oder Auffalligkeiten,

die auf UnregelmdBigkeiten hindeuten konnen, sofern

solche Informationen an das HIS gemeldet wurden. In der

Versicherungssparte Leben kdnnen dies z.B. Informatio-

nen zu moglichen Erschwernissen (ohne Hinweis auf

Gesundheitsdaten) und Versicherungssumme/Renten-

hohe sein.

Zu Fahrzeugen sind ggf. z.B.

+ Totalschaden, fiktive Abrechnungen oder Auffalligkei-
ten bei einer friiheren Schadenmeldung gespeichert.
Gebdudebezogene Daten sind Anzahl und Zeitraum
geltend gemachter Gebdudeschdden.

Kategorien von Empfdngern der personenbezogenen
Daten

Empfdanger sind ausschlieBlich Versicherungsunterneh-
men mit Sitz in Deutschland sowie im Einzelfall im
Rahmen von Ermittlungsverfahren staatliche Ermitt-
lungsbehorden.

Dauer der Datenspeicherung

Die Besurance HIS GmbH speichert Informationen tber
Personen gem. Art. 17 Abs. 1 lit. a) DSGVO nur fiir eine
bestimmte Zeit.
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Angaben Uber HIS-Anfragen werden taggenau nach zwei
Jahren geldscht.

FUr HIS-Einmeldungen gelten folgende Speicherfristen:

+ Personenbezogene Daten (Name, Adresse und
Geburtsdatum) sowie Fahrzeug- und Gebdudedaten
werden am Ende des vierten Kalenderjahres nach
erstmaliger Speicherung geldscht. Sofern in dem
genannten Zeitraum eine erneute Einmeldung zu
einer Person erfolgt, fihrt dies zur Verldngerung der
Speicherung der personenbezogenen Daten um
weitere vier Jahre. Die maximale Speicherdauer
betragt in diesen Fdllen 10 Jahre.

Daten aus der Versicherungssparte Leben werden
bei nicht zustande gekommenen Vertrdgen am Ende
des dritten Jahres nach der erstmaligen Speicherung
geldscht

Betroffenenrechte

Jede betroffene Person hat das Recht auf Auskunft, auf
Berichtigung, auf Loschung sowie auf Einschrdnkung der
Verarbeitung. Diese Rechte nach Art. 15 bis 18 DSGVO
konnen gegenuliber der Besurance HIS GmbH unter der
unten genannten Adresse geltend gemacht werden.
Darlber hinaus besteht die Méglichkeit, sich an die fur
die flr die Besurance HIS GmbH zustdndige Aufsichtsbe-
horde - Der Hessische Datenschutzbeauftragte, Gustav-
Stresemann-Ring 1, 65189 Wiesbaden - zu wenden.
Hinsichtlich der Meldung von Daten an das HIS ist die
fUr das Versicherungsunternehmen zustdndige Daten-
schutzaufsichtsbehdorde zustandig.

Nach Art. 21 Abs. 1 DSGVO kann der Datenverarbei-
tung aus CGriinden, die sich aus der besonderen
Situation der betroffenen Person ergeben, unter der
unten genannten Adresse widersprochen werden.

Sofern Sie wissen wollen, welche Daten die Besurance HIS
GmbH zu lhrer Person, zu lhrem Fahrzeug oder zu Ihrem
Gebdude gespeichert hat und an wen welche Daten
Ubermittelt worden sind, teilt Ihnen die Besurance HIS
GmbH dies gerne mit. Sie konnen dort unentgeltlich eine
sog. Selbstauskunft anfordern. Wir bitten Sie, zu berick-
sichtigen, dass die Besurance HIS GmbH aus daten-
schutzrechtlichen Griinden keinerlei telefonische Aus-
kiinfte erteilen darf, da eine eindeutige Identifizierung
Ihrer Person am Telefon nicht mdglich ist. Um einen Miss-
brauch durch Dritte zu vermeiden, benétigt die
Besurance HIS GmbH folgende Angaben von Ihnen:
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Name (ggf. Geburtsname), Vorname(n), Geburtsdatum
Aktuelle Anschrift (StraBe, Hausnummer, Postleitzahl
und Ort) sowie ggf. Voranschriften der letzten finf Jahre
«  Ggf. FIN des Fahrzeugs.
Bei Anfragen zum Fahrzeug ist die Beifligung einer
Kopie der Zulassungsbescheinigung . oder Il. zum
Nachweis der Haltereigenschaft erforderlich.
Bei Anfragen zum Gebdude ist die Beifligung des letzten
Versicherungsscheins oder eines sonstigen Dokuments
erforderlich, das das Eigentum belegt (z.B. Kopie des
Grundbuchauszugs oder Kaufvertrags).

Wenn Sie - auf freiwilliger Basis - eine Kopie Ihres Auswei-
ses (Vorder- und Rickseite) beifligen, erleichtern Sie der
Besurance HIS GmbH die Identifizierung Ihrer Person und
vermeiden damit mogliche Riuckfragen. Sie konnen die
Selbstauskunft auch via Internet unter:
www.besurance-his.de/selbstauskunft/

bei der Besurance HIS GmbH beantragen.

Kontaktdaten des Unternehmens und des Datenschutz-
beauftragten:

Besurance HIS GmbH

Daimlerring 4

65205 Wiesbaden

Telefon: +(49) 151 506 918 44

Der betriebliche Datenschutzbeauftragte der Besurance
HIS GmbH ist zudem unter der o.a. Anschrift, zu Hd. Abtei-
lung Datenschutz, oder per E-Mail unter folgender
Adresse erreichbar: his-datenschutz@besurance-his.de.
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Information
gem. Art 14 EU-DSGVO

tiber die infoscore Consumer Data GmbH
(,ICD“)

1. Name und Kontaktdaten der ICD (verantwortliche
Stelle) sowie des betrieblichen Datenschutzbeauf-
tragten

infoscore Consumer Data GmbH, Rheinstrasse 99, 76532
Baden-Baden. Der betriebliche Datenschutzbeauftragte
der ICD ist unter der aufgefiihrten Anschrift, zu Handen der
Abteilung Datenschutz, oder per E-Mail unter: ICD-Daten-
schutz@experian.com erreichbar.

2.Zwecke der Datenverarbeitung der ICD

Die ICD verarbeitet und speichert personenbezogene
Daten, um ihren Vertragspartnern Informationen zur
Beurteilung der Kreditwirdigkeit von natirlichen und
juristischen Personen sowie zur Prifung der postalischen
Erreichbarkeit von Personen zu geben.

Hierzu werden auch Wahrscheinlichkeits- bzw. Scoring-
werte oder Indexwerte errechnet und Ubermittelt. Solche
Auskinfte sind notwendig und erlaubt, um zum Beispiel
das Zahlungsausfallrisiko bei einer Kreditvergabe, beim
Rechnungskauf oder bei Abschluss eines Versicherungs-
vertrages vorab einschdtzen zu kénnen.

Die Datenverarbeitung und die darauf basierenden Aus-
kunftserteilungen der ICD dienen gleichzeitig der Bewah-
rung der Auskunftsempfanger vor wirtschaftlichen Ver-
lusten und schiitzen Verbraucher vor der Gefahr der
UbermdBigen Verschuldung.

Die Verarbeitung der Daten erfolgt dartber hinaus zur
Identitdts- und Altersprifung, Kundenmanagement,
Betrugsprdvention, Anschriftenermittlung, Geldwdsche-
prdvention, Risikosteuerung, Festlegung von Zahlarten
oder Konditionen sowie zur Tarifierung. Neben den vorge-
nannten Zwecken verarbeitet die ICD personenbezogene
Daten auch zu weiteren Zwecken (z.B. Forschung und
Entwicklung insbesondere zur Durchfiihrung von wissen-
schaftlichen Forschungsprojekten, Nachverfolgung und
Geltendmachung rechtlicher Anspriiche und Verteidi-
gung bei rechtlichen Streitigkeiten, Anonymisierung der
Daten, Abrechnung gegenuber Kunden oder Dienstleis-
tern, Weiterentwicklung von Dienstleistungen und Pro-
dukten oder Qualitatsanalysen).
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3. Rechtsgrundlagen fiir die Datenverarbeitung der ICD
Die ICD ist ein Auskunfteiunternehmen, das als solches
bei der zustdndigen Datenschutzaufsichtsbehdrde
gemeldet ist.

Die Verarbeitung der Daten durch die ICD erfolgt auf
Basis einer Einwilligung gemdaB Art. 6 Abs. 1 lit. a) iv.m.
Art. 7 Datenschutzgrundverordnung (DSGVO) oder auf
Grundlage des Art. 6 Abs. 1 lit. f) DSGVO, soweit die Ver-
arbeitung zur Wahrung der berechtigten Interessen des
Verantwortlichen oder eines Dritten erforderlich ist und
sofern die Interessen und Grundfreiheiten der betroffenen
Person, die den Schutz personenbezogener Daten erfor-
dern, nicht Uberwiegen.

Die ICD stellt ihren Vertragspartnern die Informationen
nur dann zur Verfligung, wenn eine Einwilligung des
Betroffenen vorliegt oder von den Vertragspartnern ein
berechtigtes Interesse hieran im Einzelfall glaubhaft dar-
gelegt wurde und eine Verarbeitung nach Abwdgung
aller Interessen zul@ssig ist. Das berechtigte Interesse ist
insbesondere vor Eingehung von Geschdften mit wirt-
schaftlichem Risiko gegeben (zum Beispiel Rechnungs-
kauf, Kreditvergabe, Abschluss eines Mobilfunk-, Festnetz-
oder Versicherungsvertrages).

4. Kategorien der personenbezogenen Daten der ICD
Von der ICD werden Stammdaten (Name, Vorname(n),
Geburtsdatum, Daten zu gesetzlichen Vertretern,
Anschrift(en), Telefonnummer(n), E-Mail-Adresse(n)), Infor-
mationen zum vertragswidrigen Zahlungsverhalten
(siehe auch Nummer 5), zu Schuldnerverzeichniseintra-
gungen, (Privat-) Insolvenzverfahren und zur postalischen
(Nicht-)Erreichbarkeit sowie entsprechende Wahrschein-
lichkeits- bzw. Scoringwerte oder Indexwerte verarbeitet
bzw. gespeichert.

Darlber hinaus werden die entsprechenden Anfrageda-
ten gespeichert.

5. Herkunft der Daten der ICD

Die Daten der ICD stammen aus den amtlichen Insol-
venzveroffentlichungen sowie den Schuldnerverzeichnis-
sen, die bei den zentralen Vollstreckungsgerichten
geflhrt werden.

Dazu kommen Informationen von Vertragspartnern der
ICD uber vertragswidriges Zahlungsverhalten, basierend
auf gerichtlichen sowie auBBergerichtlichen Inkassoma-
nahmen.
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Darlber hinaus werden personenbezogene Daten (siehe
Nummer 4) aus den Anfragen von Vertragspartnern der
ICD, sowie Daten von Adressdienstleistern oder anderen
Auskunfteien gespeichert.

6. Kategorien von Empfédngern der personenbezogenen
Daten der ICD
Empfdanger sind ausschlieBlich Vertragspartner der ICD.

Dies sind insbesondere Unternehmen, die ein wirtschaft-
liches Risiko tragen und ihren Sitz im europdischen Wirt-
schaftsraum oder ggf. einem Drittstatt haben. Es handelt
sich dabei im Wesentlichen um eCommerce-, Telekom-
munikations- und Versicherungsunternehmen, Finanz-
dienstleister (z.B. Banken, Kreditkartenanbieter), Energie-
versorgungs- und andere Dienstleistungsunternehmen.

Dartber hinaus gehdren zu den Empfdngern solche
Unternehmen, die Forderungen einziehen, wie etwa
Inkassounternehmen, Abrechnungsstellen, Rechtsan-
wdlte, Adressdienstleister sowie (interne und externe)
Dienstleister oder Kooperationspartner der ICD (z.B. Soft-
wareentwickler, Support/Wartung, Rechenzentrum, Uni-
versitaten und Forschungseinrichtungen sowie Post-
dienstleister) oder andere Auskunfteien. Empfdanger
auBerhalb des der Europdischen Union und des europdi-
schen Wirtschaftsraums fallen entweder unter einen gul-
tigen Angemessenheitsbeschluss oder haben die erfor-
derlichen Standardvertragsklauseln zur Sicherstellung
eines addquaten Datenschutzniveaus bei der Verarbei-
tung von personenbezogenen Daten unterzeichnet.
Zudem werden - soweit dies nach anwendbaren Daten-
schutzgesetzen erforderlich ist - weitere ergdnzende
SchutzmaBnahmen (z.B. Verschlisselung und zusdtzliche
vertragliche Regelungen) ergriffen, um ein angemesse-
nes Schutzniveau flr die personenbezogenen Daten zu
gewdhrleisten.

7. Dauer der Datenspeicherung der ICD

Die ICD speichert Informationen Uber Personen nur fir
eine bestimmte Zeit, ndmlich solange, wie deren Speiche-
rung im Sinne des Art. 17 Abs. 1 lit. a) DSGVO notwendig
ist. Die bei der ICD zur Anwendung kommenden Prif- und
Loschfristen entsprechen einer Selbstverpflichtung (Code
of Conduct) derim Verband ,Die Wirtschaftsauskunfteien
eV zusammengeschlossenen Auskunfteiunternehmen.

Informationen (iber féllige, offene und - bei Ubermitt-
lung an die ICD - unbestrittene Forderungen bleiben
grundsatzlich fur drei Jahre gespeichert. Wird der Aus-
gleich der Forderung bekannt gegeben, erfolgt eine
Loschung der personenbezogenen Daten
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grundsatzlich taggenau drei Jahre danach. Abwei-
chend davon werden Informationen nach 18 Monaten
geldscht, wenn der ICD bis zu diesem Zeitpunkt keine
weiteren Negativdaten gemeldet werden, keine Infor-
mationen aus dem Schuldnerverzeichnis oder aus
Insolvenzbekanntmachungen vorliegen und der Aus-
gleich der Forderung innerhalb von 100 Tagen nach
Einmeldung erfolgte.

Daten aus den Schuldnerverzeichnissen der zentralen
Vollstreckungsgerichte (Eintragungen nach § 882c¢
Abs. 1 Satz 1 Nr. 1 - 3 ZPO) werden taggenau nach drei
Jahren geldscht, jedoch vorzeitig, wenn der ICD eine
Loschung durch das zentrale Vollstreckungsgericht
nachgewiesen wird.

+ Informationen Uber Verbraucher-/Insolvenzverfahren
oder Restschuldbefreiungsverfahren werden tagge-
nau sechs Monate nach Beendigung des Insolvenz-
verfahrens oder nach Erteilung der Restschuldbefrei-
ung geldscht.

Informationen Uber die Abweisung eines Insolvenzan-
trages mangels Masse, die Aufhebung der Sicherungs-
maBnahmen oder Uber die Versagung der Restschuld-
befreiung werden taggenau nach drei Jahren
geldscht.

+ Angaben Uber Anfragen werden spdtestens taggenau
nach drei Jahren geldscht.

+ Voranschriften bleiben taggenau drei Jahre gespei-
chert; danach erfolgt die Prifung der Erforderlichkeit
der fortwdhrenden Speicherung fur weitere drei Jahre.
Danach werden sie taggenau geldscht, sofern nicht
zum Zwecke der Identifizierung eine ldnger wahrende
Speicherung erforderlich ist.

Daten zu weiteren Zwecken (siehe 2.) werden unter
anderem nach Erreichen der jeweiligen Zwecke geldscht.

Weitere Details Uber die Dauer der Datenspeicherung
sind im Code of Conduct unter https://www.die-wirt-
schaftsauskunfteien.de/code-of-conduct zu finden.

8. Betroffenenrechte gegeniiber der ICD

Jede betroffene Person hat gegentiber der ICD das Recht
auf Auskunft nach Art. 15 DSGVO, das Recht auf Berichti-
gung nach Art. 16 DSGVO, das Recht auf Léschung nach
Art. 17 DSGVO, das Recht auf Einschrdnkung der Verarbei-
tung nach Art. 18 DSGVO sowie - wenn die Verarbeitung
auf einer Einwilligung der betroffenen Person gem. Art. 6
Abs. 1 lit. ) beruht - das Recht auf Datenlbertragbarkeit
nach Art. 20 DSGVO.

Dartber hinaus besteht die Moglichkeit, sich bei der fir
die ICD zustandige Aufsichtsbehdrde - Der Landesbeauf-
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tragte flr den Datenschutz und die Informationsfreiheit
Baden-Wirttemberg, LautenschlagerstraBe 20, 70173
Stuttgart - zu beschweren.

Einwilligungen kénnen jederzeit gegentber dem betref-
fenden Vertragspartner widerrufen werden. Dies gilt auch
fUr Einwilligungen, die bereits vor Inkrafttreten der DSGVO
erteilt wurden. Der Widerruf der Einwilligung berthrt nicht
die RechtmaBigkeit der bis zum Widerruf verarbeiteten
personenbezogenen Daten.

Nach Art. 21 Abs. 1 DSGVO kann der Datenverarbeitung
aus Grunden, die sich aus der besonderen Situation der
betroffenen Person ergeben, gegenliber der ICD wider-
sprochen werden.

Sofern Sie wissen wollen, welche Daten die ICD zu lhrer
Person gespeichert und an wen sie welche Daten Uber-
mittelt hat, teilt Ihnen die ICD das gerne im Rahmen einer
- unentgeltlichen - schriftlichen Selbstauskunft mit. Die
ICD bittet um Ihr Verstdndnis, dass sie aus datenschutz-
rechtlichen Griinden keinerlei telefonische Ausklnfte
erteilen darf, da eine eindeutige Identifizierung Ihrer
Person am Telefon nicht moglich ist. Um einen Miss-
brauch des Auskunftsrechts durch Dritte zu vermeiden,
bendtigt die ICD folgende Angaben von lhnen: Name
(ggf. Geburtsname), Vorname(n), Geburtsdatum, Aktuelle
Anschrift (StraBe, Hausnummer, Postleitzahl und Ort), ggf.
Voranschriften der letzten finf Jahre (dies dient der Voll-
standigkeit der zu erteilenden Auskunft).

Wenn Sie - auf freiwilliger Basis - eine Kopie Ihres Auswei-
ses beifligen, erleichtern Sie der ICD die Identifizierung
Ihrer Person und vermeiden damit mogliche Rickfragen.

Sie konnen die Selbstauskunft auch via Internet unter
https://www.experian.de/selbstauskunft beantragen.

9. Profilbildung/Profiling/Scoring

Die ICD-Auskunft kann um sogenannte Scorewerte
ergdnzt werden. Beim Scoring der ICD wird anhand von
Informationen und Erfahrungen aus der Vergangenheit
eine Prognose insbesondere Uber Zahlungswahrschein-
lichkeiten erstellt. Das Scoring basiert primar auf Basis
der zu einer betroffenen Person bei der ICD gespeicherten
Informationen. Anhand dieser Daten erfolgt auf Basis
mathematisch-statistischer Verfahren (insbesondere Ver-
fahren der logistischen Regression) eine Zuordnung zu
Personengruppen, die in der Vergangenheit dhnliches
Zahlungsverhalten aufgewiesen haben. Dabei werden
die eingesetzten Verfahren in regelmdaBigen Abstdnden
durch unabhdngige, externe Gutachter validiert, wodurch
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sichergestellt ist, dass diese wissenschaftlich fundiert
sind. Auf Wunsch werden diese Verfahren nebst den Gut-
achten der zustdndigen Aufsichtsbehorde offengelegt.
Die von der ICD eingesetzten Verfahren sind damit seit
langem praxiserprobte, mathematisch-statistische
Methoden zur Prognose von Risikowahrscheinlichkeiten
bzw. Erfillungswahrscheinlichkeiten.

Mit welcher Wahrscheinlichkeit eine betroffene Person
einen Kredit zurtickzahlen wird, muss nicht der Wahr-
scheinlichkeit entsprechen, mit der sie eine offene Rech-
nung im E-Commerce ausgleicht. Aus diesem Grund
bietet die ICD ihren Vertragspartnern unterschiedliche
Scoreverfahren an. Scorewerte betroffener Personen ver-
andern sich haufiger, da sich auch die Informationen, die
Uber eine Person gespeichert sind, verdndern. So
kommen neue Informationen hinzu, wahrend andere auf-
grund von Speicherfristen geldscht werden.

Scoring dient vorwiegend der Bonitatsprifung und der
Betrugsprdvention. Zudem kann es den weiteren
Zwecken unter 2. dienen. Folgende Datenarten werden
bei der ICD fir das Scoring verwendet, wobei nicht jede
Datenart auch in jede einzelne Berechnung mit einfliet:
Daten zum vertragswidrigen Zahlungsverhalten, zu Ein-
tragungen im Schuldnerzeichnis sowie dem Insolvenzre-
gister, Geschlecht und Alter der Person, adressbezogene
Daten (Bekanntsein des Namens bzw. des Haushalts an
der Adresse, Anzahl bekannter Personen im Haushalt
(Haushaltsstruktur), Bekanntsein der Adresse, Anschrif-
tendaten (Informationen zu vertragswidrigem Zahlungs-
verhalten in Ihrem Wohnumfeld (StraBe/Haus)), Daten
aus Anfragen von Vertragspartnern der ICD.

Besondere Kategorien von Daten i.S.d. Art. 9 DSGVO (z.B.
Angaben zur Staatsangehdorigkeit, ethnischen Herkunft
oder zu politischen oder religidsen Einstellungen) werden
von ICD weder gespeichert noch bei der Berechnung von
Wahrscheinlichkeitswerten bericksichtigt. Auch die Gel-
tendmachung von Rechten nach der DSGVO, also z.B. die
Einsichtnahme in die bei der ICD gespeicherten Informa-
tionen nach Art. 15 DSGVO, hat keinen Einfluss auf das
Scoring.

Die ICD trifft selbst darlber hinaus keine Entscheidungen
Uber den Abschluss eines Rechtsgeschdfts oder dessen
Rahmenbedingungen (wie z.B. angebotene Zahlarten),
sie unterstltzt die ihr angeschlossenen Vertragspartner
lediglich mit ihren Informationen bei der diesbeziglichen
Entscheidungsfindung. Die Risikoeinschdtzung und Beur-
teilung der Kreditwirdigkeit sowie die darauf basierende
Entscheidung erfolgt allein durch lhren Geschdftspartner.
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Verldsst sich ein Vertragspartner bei seiner Entscheidung
Uber die Begriindung, Durchfiihrung oder Beendigung
eines Vertragsverhdaltnisses maBgeblich auf das Scoring
der ICD, gelten ergdnzend die Bestimmungen des Art. 22
DSGVO. Das Scoring der ICD kann in diesem Fall zum Bei-
spiel dabei helfen, alltdgliche Geschdafte rasch abwickeln
zu konnen; es kann unter Umstdnden aber auch dazu
fUhren, dass ein Vertragspartner eine negative, mogli-
cherweise ablehnende Entscheidung tber die Begrin-
dung, Durchflihrung oder Beendigung eines Vertragsver-
haltnisses trifft.

Informationen zum Scoring enthalten auch unsere FAQ
https://www.experian.de/selbstauskunft/selbstauskunft-
fags.

10. Weitere Fragen

Sofern Sie als Verbraucher weitere Fragen haben, stehen
wir lhnen gerne zur Verfigung. Bitte senden Sie hierzu
eine E-Mail an ICD-Datenschutz@experian.com.

11. Version

Dieser Informationstext hat den Stand vom Dezember
2024 und ist in der Version 3 veroffentlicht worden. Dieser
Informationstext wird in regelmd&Bigen Abstdanden Gber-
prift und gegebenenfalls aktualisiert.

Baloise Sachversicherung AG
Deutschland

Basler StraBe 4
61352 Bad Homburg v.d.H.
www.baloise.de
info@baloise.de
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